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We've all come across a phishing email that appeared to
be legitimate. Phishers take advantage of the fact that it's
difficult to know with absolute certainty whom you're
communicating with via email. They use this uncertainty to
pose as legitimate businesses, organizations or
individuals and gain our trust, which they can leverage to
convince us to willingly give up information or click on
malicious links or attachments.

Be aware of
phishing
scams
1) Use a
spam filter
Your email
provider
should
provide this
spam filter.
Keep all of
your systems
patched and
keep your anti-
virus software
up-to-date.

2) Be vigilant
Watch for any of these telltale signs of a potential phishing
email or message:

Messages from companies you don't have accounts
with
Spelling mistakes
Generic greetings (such as "Dear user" instead of
your name)
Unexpected messages with a sense of urgency,
designed to prompt you to respond quickly without
checking the facts
Attachments with names such as "Resume" or
"Unpaid Invoice" 

3) Consider these recommendations

Be suspicious of unsolicited emails, text messages
and telephone calls. Never provide sensitive
personal information via phone or email.
If you want to verify a suspicious email, contact the
organization directly with a known telephone number.
Don't call the number provided in the email. Or, have
the company send you something through U.S. mail

http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7IWa1CCq3K-8s3-o3TQUeEdj4EtkRUE2E3JArKcwwI3jSHWPeQJ9oOSPiFEecF87FTMGR_syIFVY__kxoz580p271Ok7MwRptXI14idaRgG3lLYu4cWktnViDZtYmjizeL4s_YC3gNmqgzOQVIhRVi66JkBjQ2C_9faQLRpglR0S&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7D_6U8BO6C7q4runbiuykI_I_RdFK4h307s7Pj43hxBk2Lh9PiGorcpDsJlpRQlSOqWNoTPwF6SHqmyJa3KQ_M7qGMol5rNceTAb8tAYak5DZund-EZ8FZIpvI6kLvePML9ZrVl2g81fKv-db0RdMO4=&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7K6jTuQ2JSGkMwG4CbkWwSqKjdne2259U87SQSrz3WNmSX8UU8AGLi57vVyqiFyOmppVeXLjDsJsPbA4mLMdPngPdmcUn854wJDGgLZQuwPI6QNbu7q7TC29e-OQuPvuzBftowPPb82Yt6JdbaPbhY_GlMZ61OXfgQ==&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7HZLwDQCZdvfEMcwoVKuJ-lHWYqPrHwJH1S2n3erWCLMPUKtyXhEk_LG3MflCtgbWgPkjJEVuMEnneXv1B--21mf5m2DI7kMYybkMQjDKmCnbLTor7BQyUyYDxeNBwVhJUIv2JR8dspF&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7PIl2yEgr7SG2GGOrpm4usyEwWepEJhzuEK5CXGtraAgK-jU6hy_JG4yRIZGLd0rJ-gp4e6E1mZ2f2CeGolEDtzZ_qROH8fXIDLjuFM_qqojvS3EqGMWdfUldVdzLTAPrNXRPkU_4RuoR2lB9p5viLz-mrb3q2he38YGFKoSEg_Dtn98u2Es86pUJlGluo_5DO4lierz7LEl&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7PIl2yEgr7SG2GGOrpm4usyEwWepEJhzuEK5CXGtraAgK-jU6hy_JG4yRIZGLd0rJ-gp4e6E1mZ2f2CeGolEDtzZ_qROH8fXIDLjuFM_qqojvS3EqGMWdfUldVdzLTAPrNXRPkU_4RuoR2lB9p5viLz-mrb3q2he38YGFKoSEg_Dtn98u2Es86pUJlGluo_5DO4lierz7LEl&c=&ch=
http://r20.rs6.net/tn.jsp?f=001pPE8hKOz9i18CguWD5NBTpT36wAkta7LvQIJNuK1mCrFj_MtdWKk7Ky_RN2fxUCtmpCHljqcQua75l7mIgKTBXnm7MtYjGnNpiXSBGA_brdkkYYC4gRhSLYbir4I_nMaFTCaOKBXjPRa8T2H5KMHgMBYWOtk_JWqzejncnwTdigzq0BJDEFzfDNyh3Ve__o0&c=&ch=
http://visitor.r20.constantcontact.com/email.jsp?m=1102463500572


(which scammers won't).
Only open an email attachment if you're expecting it
and know what it contains.
Visit websites by typing the web address into your
browser's address bar. Don't follow links embedded
in an unsolicited email.
Use discretion when posting personal information on
social media. This information is a treasure-trove to
spear phishers who will use it to feign
trustworthiness.
Keep your anti-virus software up-to-date to detect
and disable malicious programs, such as spyware
or backdoor Trojans, which may be included in
phishing emails.
Know that we will never email, call or text you
requesting your member number or passwords. We
have everything we need to communicate with you.

If you ever suspect you may have become a victim of
financial fraud or identity theft, please contact us
immediately!  There are several steps we can take to
immediately assist you in protecting your accounts.
 
Source: www.shazam.net

Federally insured by the NCUA.  
Equal Housing Opportunity Lender.  


